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Social Media Policy

This policy is for use by employers to provide practical assistance on the use of social media by employees. The policy can be easily adapted to suit individual employers’ requirements. Use of this policy will help employers ensure that use of social media by employees is appropriate and in the interests of the business.

Purpose and Scope

This policy covers all forms of social media, including Facebook, LinkedIn, Twitter, Google+, Wikipedia, other social networking sites, and other internet postings, including blogs. It applies to the use of social media for both business and personal purposes, during working hours and in your own time to the extent that it may affect the business of the Company. The policy applies both when the social media is accessed using our Information Systems and also when access using equipment or software belonging to employees or others.

Whilst we recognise the benefits which may be gained from appropriate use of social media, it is also important to be aware that it poses significant risks to our business. These risks include disclosure of confidential information and intellectual property, damage to our reputation and the risk of legal claims. To minimise these risks this policy sets out the rules applying to the use of social media.

This policy covers all employees [and also others including consultants, contractors, and casual and agency staff]. Breach of this policy may result in disciplinary action up to and including dismissal. Any misuse of social media should be reported to [the Head of the IT Department/Systems Administrator]. Questions regarding the content or application of this policy should be directed to [the Head of the IT Department/Systems Administrator].

This policy is not contractual and we may amend it at any time if it considers it appropriate to do so.

Personal use of social media at work

[You are not permitted to access any social media for your personal use during working time or using the our Information Systems at any other time.] OR [We allow staff to make occasional personal use of social media so long as it does not involve unprofessional or inappropriate content and does not adversely af”

We may monitor your use of its systems, including use of social media sites.

Business use of social media

If you are required or permitted to use social media sites in the course of performing your duties for or on behalf of us you should ensure that such use has appropriate authorisation and that it complies with the standards set out in this policy.
Responsible use of social media

You must not use social media in a way that might breach any of our policies, any express or implied contractual obligations, legislation, or regulatory requirements. In particular, use of social media must comply with:

- [the Equality, and Bullying and Harassment, Policies];
- [rules of relevant regulatory bodies];
- [contractual confidentiality requirements];
- [other key policies/requirements].

In your use of social media you must not:

- make disparaging or defamatory statements about us, our employees, clients, customers, or suppliers;
- harass, bully or unlawfully discriminate in any way;
- use data obtained in the course of your employment with us in any way which breaches the provisions of the Data Protection Act 1998;
- breach copyright belonging to us;
- disclose any intellectual property, confidential or commercially sensitive information relating to our business;
- make statements which cause, or may cause, harm to our reputation or otherwise be prejudicial to our interests.]

You should avoid using social media communications that might be misconstrued in a way that could damage our business reputation.

You should make it clear in personal postings that you are speaking on your own behalf, in particular write in the first person and use a personal e-mail address. If you disclose that you are an employee of us, you must state that your views do not represent those of your employer. For example, you could state, “the views in this posting do not represent the views of my employer”.

Remember that you are personally responsible for what you communicate in social media. Often materials published will be widely accessible by the public and will remain accessible for a long time. If you are uncertain or concerned about the appropriateness of any statement or posting, you should discuss it with [your manager] before making the post.

[You are not permitted to add business contacts made during the course of your employment to personal social networking accounts, such as Facebook accounts or LinkedIn accounts.] OR [The contact details of business contacts made during the course of your employment are regarded as confidential information belonging to us. On termination of your employment you must provide us with a copy of all such information, delete all such details from your personal social networking accounts and destroy any further copies of such information that you may have.]

This policy is a template only and should be amended to suit your specific purposes upon which you should take specific advice. We give no warranty that this policy is compliant with current legislation or best practice. The policy is based on the laws of England & Wales.
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