
CyberEdge®

Add our expertise to yours

CyberEdge provides an immediate response 
to assess and control the impact of a breach, 
expert forensics to help the business get back 
to normal operations.

American International Group, Inc. (AIG) is a leading global insurance organisation. Founded in 1919, today AIG member companies provide a wide range of property casualty insurance, life insurance, retirement 
products, and other financial services to customers in more than 80 countries and jurisdictions. These diverse offerings include products and services that help businesses and individuals protect their assets, manage risks 
and provide for retirement security. AIG common stock is listed on the New York Stock Exchange and the Tokyo Stock Exchange. Additional information about AIG can be found at www.aig.com and www.aig.com/
strategyupdate |  YouTube: www.youtube.com/aig |  Twitter: @AIGinsurance |  LinkedIn: http://www.linkedin.com/company/aig. AIG is the marketing name for the worldwide property-casualty, 
life and retirement, and general insurance operations of American International Group, Inc. For additional information, please visit our website at www.aig.com. All products and services are written or provided by 
subsidiaries or affiliates of American International Group, Inc. Products or services may not be available in all countries, and coverage is subject to actual policy language. Non-insurance products and services may be 
provided by independent third parties.  American International Group UK Limited is registered in England: company number 10737370. Registered address: The AIG Building, 58 Fenchurch Street, London EC3M 4AB. 
American International Group UK Limited is authorised by the Prudential Regulation Authority and regulated by the Financial Conduct Authority and Prudential Regulation Authority (FRN number 781109). This information 
can be checked by visiting the FS Register (www.fca.org.uk/register).
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To learn more e-mail CyberEdge@aig.com or visit www.aig.com/CyberEdge

13 coverage modules provide customised policies:

Summary of a breach anatomy and CyberEdge response. 

Immediate 
response within  
1 hour from  
claims and  
breach counsel

Expert legal 
advice and PR 
consultancy to 
contain reputational 
damage

Professional 
preparation for 
any investigation, 
insurable fines, and 
penalties by a data 
protection regulator

Expert forensic 
support to determine 
what’s been 
affected, how can 
it be contained, 
repaired or restored

Costs of notifying 
data subjects who 
may be affected by 
the breach – and 
credit monitoring to 
prevent further losses

Defence costs and damages for:
•  Any breach of personal or 

corporate data
•  Contaminating someone  

else’s data with a virus
• Theft of system access code
•  A negligent act or error by  

an employee

BREACH FORENSICS LEGAL/PR NOTIFICATION
FINES &  

INVESTIGATION LIABILITIES

OSP Network  
Interruption  

System 
Failure

Network 
Interruption

Electronic 
Data Incident

Digital 
Media

Data Protection 
& Cyber Liability

Event  
Management

First 
Response

Goodwill 
Coupon 

Criminal  
Reward Fund

Computer  
Crime

Telephone  
Hacking

Cyber  
Extortion

KPMG Cyber Response Team
Effective cyber response requires a  
multi-disciplinary and coordinated 
approach. KPMG’s cyber response  
team contains technical experts, 
experienced incident managers,  
forensic specialists and legal advisors. 

•  Decisive and measured management of 
incidents or threats that an organisation may 
discover, specifically providing practical 
assistance and advice on containment, 
mitigation and continuation or resumption of 
business operations

•  An independent view of the risks a business 
faces in line with their current cyber detection 
capabilities and procedures

•  An international network across 140 countries 
provides a global cyber response capability

In partnership with information assurance experts and law firms, AIG offers a suite of value 
added services in addition to insurance protection.

Norton Rose Fulbright
Norton Rose Fulbright will navigate 
through the full range of privacy and 
data protection issues worldwide, and 
provide a global strategy to tackle 
conflicting and often onerous data 
protection requirements.

•  Audits and general compliance 
programmes

•  Data loss/breaches and regulatory 
interactions

•  Personal data rich products, cloud and 
e-commerce

• Monitoring and whistleblowing schemes

CMS Cameron McKenna
The CMS Cameron McKenna international 
team of lawyers provide expert advice 
on all data protection and, in the UK, 
freedom of information matters. With 
extensive experience across a range 
of industry sectors, they aim to deliver 
practical solutions that solve legal 
challenges without compromising on 
commercial priorities.

•  Data protection registration, required terms 
and conditions, and policy development

•  Responding to freedom of information and 
subject  
access requests

•  Resolving data protection issues that arising 
from corporate and outsourcing projects
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